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Abstract

The use of digital financial services such as mobile money has created new frontiers for more people, especially the poor, to participate in the formal payment systems in Zimbabwe and South Africa. Individuals who do not have bank accounts are now able to access financial services and products using technological devices such as mobile phones. In this regard, digital financial services have broadened financial inclusion allowing the poor to participate in financial markets and other formal economic activities which they were unable to access before. In addition, digital financial services represent a broad range of emerging financial technology (fintech) products which could lead to the adoption of digital currencies in many countries, including Zimbabwe and South Africa. These fintech products have been useful channels for the poor to transact and receive money since the outbreak of the coronavirus (covid-19) pandemic. However, the regulation of digital financial services and their products remains problematic in South Africa and Zimbabwe owing, in part, to the absence of statutes that expressly and robustly regulate these services. Furthermore, there is no sufficient policy clarity on the adoption of central bank digital currencies in the aforesaid countries. Accordingly, this article explores the adequacy of the regulatory frameworks and robustness of the enforcement approaches adopted in Zimbabwe and South Africa. This is also done in the context of the African Union (AU)’s Agenda 2063 goal of enabling trade linkages amongst African countries.
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1. Introductory remarks

The rapid increase in the use of digital financial services has opened opportunities for the poor, low-income earners, and unbanked individuals to access
financial services in many countries, including Zimbabwe and South Africa.\(^4\) Zimbabwe and South Africa are developing countries where many poor persons do not have access to useful, convenient and suitable financial services. In this regard, digital financial services significantly promote financial inclusion for the poor and low-income earners who were previously excluded from the formal financial systems in the two jurisdictions. Accordingly, the poor, low-income earners and unbanked individuals can now rely on digital financial services such as mobile money to access affordable, useful, and convenient financial services.\(^5\) These digital financial services are mostly accessible through the medium of mobile phones.\(^6\) The mobile phones do not necessarily have to be connected to the Internet for people to transact, receive or send money. Consequently, digital financial services are considerably changing the profile of participants in the financial markets, financial institutions and the way financial markets operate in Zimbabwe and South Africa.\(^7\) Put differently, the proliferation of financial technology (fintech) products, artificial intelligence and the Internet of things is recalibrating the way financial markets function in Zimbabwe and South Africa.

One of the key fintech products is mobile money, which is assisting most people, especially the poor, low-income earners and unbanked to start and expand businesses, pay for their children’s tuition fees, and meet other financial obligations. This was impossible a few years ago.\(^8\) Mobile money and related fintech products are fortifying communities’ resilience to economic shocks such as the ongoing coronavirus (covid-19) pandemic.\(^9\) Therefore, digital financial services enhance financial inclusion, especially for the poor, low-income earners and unbanked persons in Zimbabwe and South Africa.\(^10\) The more technology advances, the more
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it makes digital financial services and fintech products cheap, convenient, and fast. This is somehow contrary to banks and other traditional financial institutions that often saddle consumers with onerous processes and requirements such as proof of income, proof of residential addresses, proof of income or employment, identity documents among others, which have kept many poor individuals financially excluded in Zimbabwe and South Africa. Thus, the increasing use of digital financial services poses not only competition but to some extent, an existential threat to banks and other traditional financial institutions, globally.

Nonetheless, digital financial services come with significant challenges to the regulation of financial markets in many developing countries such as Zimbabwe and South Africa. The use of electronic money may not be easily traceable and as such, it is susceptible to money laundering and other related financial crimes. Money laundering is, *inter alia*, a technique used by criminals to convert illicitly obtained money, gains or profits into legitimate gains, profits or money that could be spend without having it identified as proceeds of a criminal activity. Money laundering is a complex crime that involves primary offenders who launder proceeds of their illicit gains for their own account, but it can also extend to third parties such as lawyers, accountants, and politically exposed persons. Therefore, digital financial services require sufficient statutory regulation to combat money laundering and related financial crimes in Zimbabwe and South Africa.

However, the relevant financial regulatory frameworks in Zimbabwe and South Africa have so far failed to adequately regulate digital financial services. For instance, there is no express legislation that adequately regulates fintech products in these two countries. In this regard, policymakers and regulators should rethink the regulation of fintech products to promote financial inclusion and the combating of

financial crimes such as money laundering that could be perpetrated through the illicit use of digital financial services. In Zimbabwe, legislation such as the National Payments Systems Act,\textsuperscript{16} the Exchange Control Act,\textsuperscript{17} the Banking Act,\textsuperscript{18} the Money Laundering and Proceeds of Crime Act,\textsuperscript{19} and the Banking (Money Transmission, Mobile Banking and Mobile Money Interoperability) Regulations 2020,\textsuperscript{20} provide some regulatory guidance to few aspects of fintech products such as mobile money. While South Africa has a significantly developed financial regulatory framework, statutes such as the Prevention of Organised Crime Act,\textsuperscript{21} the National Payment System Act,\textsuperscript{22} the Financial Intelligence Centre Act,\textsuperscript{23} and the Financial Sector Regulation Act,\textsuperscript{24} are not robust enough to regulate fintech products such as mobile money.

2. Scope and limitations

It must be noted that the article is not focused on the risks, disadvantages and/or demerits of digital financial services and digital currencies. It is also not solely focused on the provision of any general benefits to global societies and economies by using digital financial services and digital currencies. Thus, a detailed discussion of these and other related aspects is beyond the scope of this article. Instead, the article advocates for the use of digital financial services and/or the adoption digital currencies that are adequately regulated to promote financial inclusion for the poor, low-income earners, and unbanked individuals in Zimbabwe and South Africa.\textsuperscript{25} The article analyses the adequacy of the current financial statutory regulatory frameworks of Zimbabwe and South Africa in relation to the use of digital financial services and the adoption digital currencies to promote financial inclusion for the poor, low-income earners, and unbanked individuals, especially in the rural areas and informal settlements of Zimbabwe and South Africa.

The article recognises the need for policy makers, governments and relevant stakeholders to adopt appropriate laws and other measures that increase the access and availability of basic formal financial services to the general public, especially the poor, vulnerable and low-income earners in South Africa and Zimbabwe. Consequently, the article does not discuss or provide any reasons why some scholars

\textsuperscript{17} Section 2 of the Exchange Control Act [Chapter 22: 05] of 1965, as amended.
\textsuperscript{18} Sections 2, 4, 6 and 7 of the Banking Act [Chapter 24: 20] 9 of 1999, as amended.
\textsuperscript{20} Sections 2 and 3 of the Banking Regulations 2020.
\textsuperscript{21} Section 48 of the Prevention of Organised Crime Act 121 of 1998, as amended (POCA).
\textsuperscript{22} Section 2 of the National Payment Systems Act 78 of 1998, as amended (National Payment Systems Act).
\textsuperscript{23} Sections 20A-21H of the Financial Intelligence Centre Act 38 of 2001, as amended (FICA).
\textsuperscript{24} Sections 57(b) and 58 of the Financial Sector Regulation Act 9 of 2017 (FSR Act).
are skeptical of the adoption and use of digital financial services and digital currencies to promote financial inclusion in South Africa and Zimbabwe. Thus, possible risks and challenges that could be associated with digital financial services and digital currencies such as money laundering, terrorist financing, Ponzi schemes and market abuse are beyond the scope of this article.\(^\text{26}\) Likewise, the fact that there are various types of digital currencies currently available globally which are somewhat unregulated and volatile from an economic perspective is not discussed as a barrier to the promotion of financial inclusion through the use of such currencies in South Africa and Zimbabwe. In fact, evidence from Zimbabwe clearly suggest that digital financial services such as mobile money and digital currencies are beneficial and crucial to the promotion of financial inclusion for the poor and low-income earners who are often excluded from accessing the formal financial services and products.\(^\text{27}\) Zimbabwe does not have its own formal currency since January 2009 to date. It adopted a multi-currency system in January 2009 due to, \textit{inter alia}, hyperinflation, an economic downturn and political instability. Efforts to reintroduce the Zimbabwean dollar have largely failed owing to an economy tottering on the brink of collapse and runaway inflation. The so-called plastic money, mobile money and multi-currency system are mostly used in Zimbabwe. Against this background, it is submitted that the proper adoption and use of digital financial services and/or central bank digital currencies that are statutorily regulated will enhance financial inclusion of the poor and low-income earners in Zimbabwe.\(^\text{28}\) In this regard, the general economic argument that there is no limit to the number of bitcoins that can be created does suffice for the purposes of this article since its advocacy for the adoption of adequate laws that regulate the adoption and use of digital financial services and digital currencies to promote financial inclusion of the poor and low-income earners in South Africa and Zimbabwe. Thus, we do not argue that traditional currencies that have an intrinsic value based on the ability of central banks to regulate it and/or the ability of national governments to impose and collect taxes must be discarded. Rather, we argue that digital financial services such as central bank digital currencies should be carefully utilised and statutorily regulated to combat financial exclusion.


of the poor and low-income earners in South Africa and Zimbabwe.

As indicated above, there is abundant evidence from several developing countries such as Zimbabwe that digital financial services such as central bank digital currencies could ameliorate financial exclusion challenges of the poor and low-income earners. The use of mobile money and other digital financial services have greatly improved the access to basic financial products and services for the poor and low-income earners in Zimbabwe. The possible instability and volatility digital currencies such as Bitcoin, Coinbase and other cryptocurrencies are not discussed in this article because it is focused on the adoption of such currencies to promote financial inclusion for the poor and low-income earners in South Africa and Zimbabwe. It is submitted that the proper regulation and use of digital financial services such as central bank digital currencies have a huge potential to improve financial inclusion of all people in South Africa and Zimbabwe. This submission is premised on the legal basis that the proper use of digital financial services such as mobile money and plastic money has improved the access to basic traditional financial services and products for the poor, vulnerable and low-income earners in Zimbabwe.

3. Research methodology

No interviews, questionnaires or other empirical research methods are used in this article. The qualitative research method and the legal doctrinal research method are employed for comparative analysis of the fintech regulatory frameworks in Zimbabwe and South Africa. These research methods are employed to examine and analyse legislative and policy instruments as well as other relevant literature on the regulation of digital financial services in Zimbabwe and South Africa. This approach is used to comparatively explore similarities and differences between the digital financial services’ regulatory frameworks in both Zimbabwe and South Africa. However, it must be noted that the comparative analysis is limited to digital financial services, especially the adoption of central bank digital currencies in the stated countries. Put differently, the article is mainly focused on mobile money services that are manned by mobile network operators (MNOs). Therefore, financial products such as crypto currencies and bitcoin fall outside the scope of this article.

4. Definition of key terms

For the purposes of this article, digital financial services refer to various financial services that are accessed and/or delivered through digital methods and devices such as computers, tablets, smartphones, or mobile financial services, including branchless banking, electronic money, savings, remittances, credit, insurance, and electronic payments. Digital financial services also refer to information communication technologies (ICTs) such as mobile phones, the Internet

of things, applications and software that are used to provide affordable, fast and real-time financial services. Accordingly, digital financial services represent a subset of innovative fintech products that are providing convenient financial services to the poor and other previously marginalised persons in Zimbabwe and South Africa.

Financial inclusion refers to the provision of useful, sustainable, affordable, and convenient financial services and financial products to all people in a properly regulated environment in a country. The relevant financial services include, inter alia, savings, credit, insurance, and other financial tools that allow the people, particularly the poor to meet their daily needs. The failure of governments, financial institutions, and other relevant stakeholders to adequately provide these financial services leads to financial exclusion of other persons, especially the poor, vulnerable and low-income earners.

The poor and/or low-income earners refer to persons who earn below the prescribed minimum wage in Zimbabwe and South Africa. Unbanked individuals are persons who do not have access to formal financial services such as bank accounts.

There is no uniform definition of “central bank digital currency” but for the purposes of this article, it refers to the adoption and use of virtual and/or electronic version of the existing legal tender instead of the traditional fiat currency or physical banknotes and coins in the payment system of a particular jurisdiction. In other words, we submit that central bank digital currencies should be adopted in South Africa and Zimbabwe instead of cryptocurrencies and/or bitcoin in all their forms. In this regard, Zimbabwe can choose to use an e-dollar while South Africa can adopt an e-rand as official electronic versions of the Zimbabwean dollar and the South African rand respectively. It must be noted that both Zimbabwe and South Africa are developing countries and they have not yet officially adopted central bank digital currencies although there are ongoing policy considerations in this regard. As will be discussed later, this article provides a legal perspective on the regulation of digital financial services such as central bank digital currencies with a view to enhance financial inclusion for the poor and low-income earners in Zimbabwe and South Africa.
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5. Overview background of the growth and use of digital financial services in Zimbabwe and South Africa

The increased use of innovative technology in the ICT sector has spread to other sectors such as the financial markets in Zimbabwe, South Africa and other countries. Mobile network companies have developed software and applications that can process various transactions, allowing the poor, low-income earners, and unbanked persons to send and receive money anywhere using mobile phones and other electronic devices. Recent figures show that nearly eight million out of a population of about 15 million people have mobile phones that are subscribed to mobile money services in Zimbabwe. There are several mobile money platforms but the most successful one is Ecocash which is run by Econet Wireless, the biggest mobile network operator in Zimbabwe. Mobile money has plugged gaps created by the recurring liquidity crunch and high inflation in the last three decades when the financial services sector faced a myriad of challenges in Zimbabwe. Since the outbreak of the covid-19 pandemic, mobile money provided access to fast, convenient, and safe modes of financial transactions in many countries including Zimbabwe and South Africa. However, there is no separate statute that expressly and robustly regulates fintech products in Zimbabwe to date.

Although earlier efforts to launch mobile money were not as successful in South Africa as was the case in Zimbabwe, indications are that this fintech product is on the resurgence. At the beginning of 2020, one of South Africa’s leading telecommunications company, Mobile Telephone Network (MTN) revived its Mobile Money (Momo) platform. The relaunch of the Momo platform coincided with the covid-19 pandemic, and this could have contributed to the increased use of
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mobile money in South Africa.\textsuperscript{43} Several other role-players are also coming up with new products, showing that there is a general acceptance of digital financial services and products in the financial sector in South Africa. Initial attempts to launch mobile money platforms in South Africa failed owing to, \textit{inter alia}, a rigid financial regulatory framework that is largely pro-banks.\textsuperscript{44} Despite the revival of the Momo platform, the South African financial regulatory framework has largely remained unchanged. This raises questions on whether the Momo platform will suffer the same fate as its predecessors.

While fintech products have some benefits such as better access to fast and convenient financial services, poverty reduction and employment creation, they are susceptible to risks and regulatory uncertainties. The risks include money laundering, terrorist financing, fraud and corruption. Fintech services and products could also be abused by faceless persons, making it difficult for law enforcement agencies to apprehend criminals. Accordingly, there should be a careful balance between the use of digital financial products and the enforcement of anti-money laundering (AML) and counter-terrorism financing (CTF) measures to combat money laundering, terrorist financing and other illicit financial activities in countries such as Zimbabwe and South Africa.\textsuperscript{45} Against this background, this article discusses the relevant measures that are employed to regulate digital financial services, digital financial products and digital currencies in Zimbabwe and South Africa. This is done to investigate whether Zimbabwe and South Africa have adopted sufficient legislative measures to adequately regulate digital financial services to promote financial inclusion for the poor and low-income earners in their financial institutions and financial markets.

5.1 The regulation of digital financial services in Zimbabwe

Zimbabwe does not have a statute that specifically and expressly regulates and supervises digital financial services. Owing to this, regulators rely on several related legislation to regulate fintech products. Some of the key statutes are discussed below.

5.1.1 The regulation of digital financial services under the National Payment Systems Act in Zimbabwe

The National Payment Systems Act was enacted in 2001 before digital financial services became a huge factor in the Zambian financial sector.\textsuperscript{46} Although there have been amendments to this Act, it does not have any provision

\textsuperscript{45} H. Chitimira and S. Munedzi, \textit{Journal of Comparative Law in Africa} (2021), pp. 48-49.
\textsuperscript{46} Section 2 of the National Payment Systems Act.
that expressly deals with digital financial services. Consequently, banks and other traditional financial institutions form part of the recognized payment systems in Zimbabwe.\textsuperscript{47} Furthermore, section 2 of the National Payment Systems Act provides for the recognition, operation, and regulation of clearing and payments systems between financial institutions in Zimbabwe. Thus, financial institutions could be banks or any other institutions that engage in financial activities listed in the Banking Act.\textsuperscript{48} Nevertheless, it is expected that the Reserve Bank of Zimbabwe (RBZ)’s National Payments Systems Division (NPSD) should supervise the regulation of digital financial services in Zimbabwe.\textsuperscript{49} In this regard, it is possible that the RBZ can recognise a payment system such as digital financial services and regulate it such like other payment systems in Zimbabwe.\textsuperscript{50} However, the absence of an adequate provision that expressly deals with digital financial services in the National Payment Systems Act has negatively affected the regulation of such services in Zimbabwe.\textsuperscript{51}

5.1.2 The regulation of digital financial services under the Banking Act in Zimbabwe

The Banking Act provides for the registration, supervision and regulation of banks and other financial institutions in Zimbabwe.\textsuperscript{52} The Banking Act provides a list of financial institutions in Zimbabwe which includes banks, building societies, insurers, and pension funds.\textsuperscript{53} However, the list excludes digital financial service providers that are operated by MNOs in Zimbabwe. Although the Banking Act defines mobile banking, it is silent on digital financial services such as mobile money.\textsuperscript{54} It defines mobile banking as an arrangement that allows a customer of a bank, MNOs, or any other registered wireless communication system in Zimbabwe to access financial services and financial products through the mobile phone.\textsuperscript{55} Financial institutions that provide mobile banking services in Zimbabwe include banks, MNOs and/or independent operators. Nonetheless, the Banking Act does not expressly provide for the regulation of digital financial services in the context of mobile banking. To this end, it is submitted that the terms “mobile banking” and “digital financial services” are not the same and they should not be used interchangeably. Although mobile banking provides convenient access to various

\textsuperscript{47} Section 2 of the National Payments Systems Act.
\textsuperscript{48} Section 2 of the National Payment Systems Act read with section 7(a); (d); (f) and (l) of the Banking Act.
\textsuperscript{49} Section 3 of the National Payments Systems Act.
\textsuperscript{50} Section 3(1)(a)-(c) of the National Payments Systems Act.
\textsuperscript{51} See sections 2 and 3 of the National Payments Systems Act.
\textsuperscript{52} See Long Title of the Banking Act.
\textsuperscript{53} Section 2 of the Banking Act.
\textsuperscript{54} Section 2 of the Banking Act.
\textsuperscript{55} Section 2 of the Banking Act.
banking products, especially for individuals who have bank accounts, it is not always accessible to the poor, economically vulnerable and low-income earners. On the other hand, mobile money is available to the vulnerable, poor, and low-income earners who may not have bank accounts. Furthermore, most MNOs that provide digital financial services in Zimbabwe do not have registration certificates required of financial institutions for purposes of the Banking Act. Owing to this, MNOs are not expressly and statutorily recognised as financial institutions and their network provision activities do not qualify for registration under the Banking Act. Therefore, MNOs that provide digital financial services and financial products are not registered as banks and they are expressly regulated under the Banking Act.

5.1.3 The regulation of digital financial services under the Reserve Bank of Zimbabwe Act

The central bank supervises banking institutions, regulates the monetary system, fosters liquidity, solvency, stability, and the proper functioning of the financial system to promote the smooth operation of the payment system in Zimbabwe. Banking institutions are defined as commercial banks, accepting houses, discount houses or finance houses that are registered or are required to be registered as such in Zimbabwe. However, none of the RBZ functions expressly refers to digital financial services or institutions that provide digital financial services in Zimbabwe. It appears that digital financial services fall outside the regulatory ambit of the RBZ. Furthermore, no provision in the RBZ Act regulates or treats MNOs as digital financial service providers in Zimbabwe. Notwithstanding this regulatory gap, the RBZ partially regulates digital financial services since fintech products form part of the payments system in Zimbabwe. Generally, the state issues money or currency through the central bank which in turn supervises commercial

57 Section 7(1) of the Banking Act.
58 Sections 6 and 8 of the Banking Act.
59 See sections 6 and 8 of the Banking Act.
61 Section 2 of the RBZ Act.
62 Section 6 of the RBZ Act.
64 Section 6 of the RBZ Act.
65 Section 6(e) of the RBZ Act.
banks and other role-players in the payment systems. Owing to this, the RBZ has a legislative duty to supervise payment systems, including digital financial services and financial products in Zimbabwe.

5.1.4 The regulation of digital financial services under the Exchange Control Act in Zimbabwe

The Exchange Control Act provides for the registration and licensing of persons that carry on business in gold, currency, or securities in Zimbabwe. The Exchange Control Act seeks, inter alia, to prohibit illicit dealings in foreign currency by unlicensed persons in Zimbabwe. However, some of the regulatory flaws of the Exchange Control Act were exposed by some mobile money platforms that were used as conduits for illegal foreign currency dealings and money laundering activities in Zimbabwe in 2020. In the Ecocash case, it was submitted that some individuals created multiple mobile money agent accounts that were used to channel money from bank accounts to purchase foreign currency on the unofficial market in Zimbabwe. It is further submitted that about two billion Zimbabwean dollars was illicitly moved from bank accounts to unlicensed foreign currency dealers through mobile money platforms such as Ecocash, Onemoney and Telecash in 2020. Thus, the poor regulation of digital financial services and financial products under the Exchange Control Act has sometimes fuelled financial crimes such as money laundering activities in Zimbabwe. In this regard, the Ecocash case is a case in point on how the poor regulation of digital financial services and financial products could give rise to illicit financial crimes in any countries.

5.1.5 The regulation of digital financial services under the Money Laundering and Proceeds of Crime Act (MLPC Act) in Zimbabwe

The MLPC Act seeks to, inter alia, combat the abuse of the financial system and to identify, trace, freeze, seize and confiscate proceeds of money laundering and terrorist financing activities in Zimbabwe. Although the MLPC Act does not expressly provide for digital financial services, its provisions may be
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67 Section 2(2)(a) and (b) of the Exchange Control Act.
68 Section 2 of the Exchange Control Act.
69 Ecocash Zimbabwe v Reserve Bank of Zimbabwe, HH 333-20 HC3(007/20) ZWHC 333 (Ecocash case), para, unknown; also see H. Chitimira and M. Ncube, Potchefstroom Electronic Law Journal (2021), p. 10.
73 See the long title of the MLPC Act.
indirectly applied to deal with such services in Zimbabwe. The MLPC Act seeks to, *inter alia*, promote financial integrity of the Zimbabwean financial sector. However, it remains to be seen whether the provisions of this Act could be effectively enforced to promote the use of digital financial services and fintech innovation in Zimbabwe. Currently, it appears that the provisions of the MLPC Act are not stringent enough to combat money laundering and terrorist financing activities involving digital financial services in the Zimbabwean financial markets and financial institutions. For instance, digital financial services providers such as Ecocash, OneWallet and Skwama were reportedly exempted from applying strict know your customer (KYC) and customer due diligence (CDD) requirements on their customers to avoid impeding their growth. A strict application of KYC and CDD requirements could potentially discourage the vulnerable, poor, and low-income earners who may not have the required identity documents from accessing financial services and financial products. The absence of simplified KYC and CDD measures in the MLPC Act could give rise to the vulnerable, poor, and low-income earners resorting to unregulated informal financial channels which are susceptible to money laundering and terrorist financing activities. In light of this, the MLPC Act should be amended to enact adequate provisions for simplified KYC and CDD measures to promote the use of digital financial services and fintech products in Zimbabwe.

### 5.1.6 The regulation of digital financial services under the Banking Regulations 2020

The Banking Regulations 2020 represents the closest step policymakers have taken to regulate digital financial services in Zimbabwe. The Banking Regulations 2020 adopts the same definition of mobile banking provided in Banking Act.

---

24 Section 2 of the MLPC Act.
29 Section 2 of the Banking Regulation 2020; also see section 2 of the Banking Act.
held in the mobile money provider’s trust bank account in Zimbabwe. In this regard, it is argued that mobile money wallet is the equivalent of a bank account. Although the Banking Regulations 2020 do not expressly mention digital financial service providers such as MNOs, it defines a money transmission provider as any person who owns a payment system that facilitates transmission of funds from one person to the other in Zimbabwe. In this regard, we argue that MNOs should be considered as money transmission providers in Zimbabwe. Furthermore, the Banking Regulations 2020 requires digital financial services providers to open trust bank accounts that are used for the safekeeping of consumers’ funds in Zimbabwe. The trust accounts give regulators such as the RBZ the leverage to monitor activities of digital financial service providers to maintain financial markets integrity in Zimbabwe. The Banking Regulations 2020 requires the RBZ to levy reasonable transaction charges for mobile money services in Zimbabwe. It appears that this provision seeks to curtail profiteering and overpricing of digital financial services in Zimbabwe. The costs of digital financial services should be kept low to enable the vulnerable, poor, and low-income earners to access such services cheaply and conveniently.

5.2 The regulation of digital financial services in South Africa

Like the position in Zimbabwe, there is no specific statute that expressly regulates digital financial services in South Africa. However, this status quo has not curtailed or prohibited the operation and use of digital financial services and other fintech products in South Africa. Accordingly, the current financial statutory framework applicable to the regulation of digital financial services such as the South African Reserve Bank Act 89 of 1990 (SARB Act), the POCA, the National Payment System Act, the FICA, and the FSR Act is scrutinised below.
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80 Section 2 of the Banking Regulations 2020.
81 See section 2 of the Banking Regulations 2020.
82 Section 4(3) and (4) of the Banking Regulations 2020.
84 Section 5(1) of the Banking Regulations 2020.
86 See sections 2-38 of the SARB Act.
87 Section 48 of the POCA.
88 Section 2 of the National Payment Systems Act.
89 Sections 20-21H of the FICA.
90 Sections 57(b) and 58 of the FSR Act.
5.2.1 The regulation of digital financial services under the SARB Act in South Africa

The SARB Act provides that the South African Reserve Bank (SARB) has two primary functions. Firstly, it is obliged to protect the value of the South African currency in the interest of a balanced and sustainable economic development.91 Secondly, it is further required to protect and maintain financial stability in South Africa.92 Additional functions include, inter alia, the issuing of banknotes and coins, and the supervision of monetary circulation in South Africa.93 Although the SARB Act does not expressly mention digital financial services, the SARB has wide powers to develop rules and procedures that guide the establishment, conduct, monitoring, regulation, and supervision of the payment, clearing and/or settlement systems in South Africa.94 Moreover, digital financial services are a type of payment system whose operations fall within the regulatory ambit of the SARB. Nonetheless, the SARB Act should be amended to expressly provide for the regulation of digital financial services and the role of the SARB in respect thereof.

5.2.2 The regulation of digital financial services under the National Payment Systems Act in South Africa

The National Payment System Act provides that the SARB should establish, operate, oversee, and regulate the South African payment, clearing and settlement systems.95 However, the Act does not expressly provide for digital financial services as participants in the South African national payment systems.96 Digital financial services are also not listed in the payment, clearing or settlement systems in South Africa.97 Despite these flaws, the SARB has the power to recognise a payment system operating in South Africa.98 It follows that the SARB has the legal authority to bar unrecognised participants from the national payment systems in South Africa.99 Moreover, the National Payment Systems Act provides that the SARB can access any information that relates to the payment system in South Africa.100 In this regard, all participants in the payment system are obliged to furnish information when requested to do so by the SARB. However, no provision in the National Payment Systems Act directly and expressly deal with digital financial services.
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91 Section 3(1) of the SARB Act.
92 Section 3(2) of the SARB Act.
96 Section 1 of the National Payment Systems Act.
97 Section 1 of the National Payment Systems Act.
98 Section 3(1) & (2) read with section 10(1)(c) of the National Payment Systems Act.
99 Section 3(4) & (5) of the National Payment Systems Act.
100 Section 10 of the National Payment Systems Act.
5.2.3 The regulation of digital financial services under the POCA in South Africa

The POCA seeks to, *inter alia*, combat organised crime, money laundering, prohibit racketeering and criminalise related activities. The POCA provides criminal sanction to persons who engage in money laundering activities such as conversion or transfer, concealment or disguise, possession and acquisition of property which is, or which forms part of the proceeds of crime. It is also a criminal offence for any person to assist another person to benefit from the proceeds of unlawful activities or acquire, possess, or use the proceeds of unlawful activities. Money laundering is a very serious crime in South Africa as convicted persons could either pay a fine of up to R100 million or get imprisoned for up to 30 years. The POCA does not expressly mention digital financial services. Nonetheless, this status quo does not preclude fintech innovations and digital financial services providers from conducting their businesses in accordance with existing legislation in South Africa.

5.2.4 The regulation of digital financial services under the FICA in South Africa

The FICA requires financial institutions to establish and verify the identity of their clients for KYC and CDD purposes in South Africa. In this regard, financial institutions should keep records of all transactions and report suspicious transactions of their clients. De Koker argues that identifying financial consumers using identity documents (IDs) or passports may not be enough to have comprehensive profiles that may assist in detecting suspicious financial activities in the financial markets and financial institutes. The source of financial consumers’ funds should be timeously ascertained to ensure that the money is not or part of criminal proceeds. Moreover, financial institutions in South Africa can only render

---

102 Section 4 of the POCA.
103 Sections 5 and 6 of the POCA.
104 Section 8(1) of the POCA.
services to their clients after satisfying all customer identity verification (CIV) requirements. Nevertheless, the FICA does not make direct reference to digital financial services. Furthermore, the FICA’s onerous CDD and KYC standards are not consistently enforced by the Financial Intelligence Centre (FIC) and other financial institutions in South Africa. Consequently, many of the individuals who cannot meet the KYC and CDD requirements end up resorting to unsafe and unregulated informal financial services in South Africa.

5.2.5 The regulation of digital financial services under the FSR Act in South Africa

The FSR Act established the Prudential Authority (PA) and the Financial Sector Conduct Authority. The PA and the FSCA’s regulatory duties include supervising financial institutions, promoting financial stability, promoting financial education, and protecting financial consumers in South Africa. The PA and the FSCA are obliged to regulate financial institutions in a way that enhances financial inclusion in South Africa. The FSCA has a duty to promote the efficiency and integrity of the South African financial markets. It is also expected to promote fair treatment of financial customers by financial institutions, provide financial education programs and promote financial literacy to empower financial consumers to make sound financial decisions in South Africa. In this regard, the FSCA supervises the conduct of financial institutions in collaboration with the SARB, the Financial Stability Oversight Committee, the PA, the National Credit Regulator, and the FIC. However, the FSR Act does not expressly provide for the regulation and use of digital financial services in South Africa. Thus, the FSCA and the PA do not have clearly defined responsibilities regarding the regulation of digital financial services and fintech products in South Africa. Therefore, policymakers should carefully amend the FSR Act so that it provides for the regulation, adoption, and use of digital financial services and fintech products in South Africa. The FSCA and the PA should have specific duties regarding the regulation and use digital financial services in South Africa.

111 Sections 32–55 of the FSR Act.
112 See sections 56–72 of the FSR Act.
113 Section 34(1)(e) of the FSR Act.
114 Section 57 of the FSR Act.
115 Section 57 of the FSR Act.
116 Section 58 of the FSR Act.
117 Sections 56–58 of the FSR Act.
118 Section 33 of the FSR Act.
6. The adoption of central bank digital currencies in Zimbabwe and South Africa

As outlined above, digital currencies are part of innovative financial developments in the payment systems of many countries that are employed to promote the use of electronic or virtual versions of official and/or traditional currencies. Several countries globally are exploring or in the formative stages of experimenting with central bank digital currencies. Unlike the often-volatile crypto currencies and bitcoin, the central bank digital currencies discussed in this article are issued and managed by the central banks. Therefore, regulating central bank digital currencies should be significantly easier compared to crypto currencies and bitcoin. Central bank digital currencies signal a departure from heavy reliance on bank notes and coins towards electronic money, possibly leading to a cashless society. A cashless society refers to a situation where individuals within a country use more of electronic money than bank notes and coins. Digital financial services such as mobile money are contributing significantly to the utilisation of cashless transactions in many countries including Zimbabwe. Owing to a moribund currency, many people use electronic payment and transfer services in Zimbabwe instead of carrying huge swathes of dollars. Thus, people have generally shifted to the digital form of the currency and the missing link is perhaps that financial authorities are taking long to formalise the use of a digital dollar in Zimbabwe.

Since the outbreak of the covid-19 pandemic, there was a general call by health experts across the world to encourage cashless payments as they were considered hygienic, safe, and convenient when compared to cash. The use of cashless transactions was seen as a measure to combat the possible transmission of the covid-19 virus through the exchange of cash. In addition to convenience, the
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use of digital currencies could promote financial inclusion for the vulnerable, poor, and low-income earners who do not have easy access to banks but have mobile money accounts. Digital currencies could also reduce incidents of cash heists in countries such as Zimbabwe and South Africa.

Although Zimbabwe and South Africa have not officially adopted digital currencies, their central banks are at different levels of exploring the feasibility of adopting digital currencies. For example, South Africa is steaming ahead with the idea of a digital currency through its initiative known as Project Khokha, while Zimbabwe is still at a research stage. In this regard, the SARB is in the process of testing the feasibility of a digital currency that is used by financial institutions to manage interbank transfers. In addition, the SARB is part of a cross-border digital currency project with central banks in Australia, Malaysia, and Singapore. On the other hand, Zimbabwe has not taken a clear stance except that the RBZ is still researching on whether to adopt a digital currency. Thus, the adoption of digital currencies can be described as work-in-progress in South Africa while Zimbabwe is still considering its policy position on the matter.

Nonetheless, no clear statute has been developed to regulate digital currencies in both Zimbabwe and South Africa. Accordingly, policymakers in Zimbabwe and South Africa should work hand in glove with monetary authorities to enact an adequate statute to adequately regulate digital currencies. Delays in adopting digital currencies may hinder business and trade linkages between Zimbabwe and South Africa. This could also delay the full realisation of the African Union (AU)’s Agenda 2063 aspirations of a prosperous continent that shares economic growth, decent jobs, and economic opportunities.

7. Concluding remarks

As discussed above, it could be concluded that digital financial services are contributing to financial inclusion and the revamping of financial markets in Zimbabwe and South Africa. For instance, the innovative fintech products and services are promoting financial inclusion for the vulnerable, poor, and unbanked persons in Zimbabwe and South Africa. The positive effects of digital financial

services have been more apparent since the outbreak of the covid-19 pandemic.\(^\text{130}\) In this regard, mobile money provided safe, convenient, and fast cashless transactions at a time when there were fears that cash could transmit covid-19.\(^\text{131}\)

However, the rapid increase in the adoption and usage of digital financial services has not been met by a corresponding regulatory response from policy makers in Zimbabwe and South Africa. Consequently, the relevant policy makers in South Africa and Zimbabwe should consider changing their regulatory approaches to promote the adoption and use of digital financial services and digital currencies. Moreover, the relevant authorities and policy makers should enact a specific statute that expressly provide for the regulation and use of digital financial services, especially central bank digital currencies in Zimbabwe and South Africa. Alternatively, the relevant current financial statutes in South Africa and Zimbabwe should be carefully amended to include provisions that adequately regulate digital financial services. This could enhance the adoption and use of digital financial services and promote financial inclusion for the poor, vulnerable and low-income earners in Zimbabwe and South Africa.

With regards to the adoption of central bank digital currencies, it is commendable that South Africa is piloting a project to test the feasibility of such currencies. In contrast, Zimbabwe is apparently failing to leverage on the extensive use of mobile money to introduce a digital currency. Although the RBZ is in the process of researching on the possible introduction of a digital currency, the fact that the move is still at conception stage signifies the policy makers’ ingrained distrust of fintech. While there are processes to explore the feasibility of central bank digital currencies, due consideration should also be given to the enactment of robust legislation that adequately regulate central bank digital currencies and other digital financial services in both Zimbabwe and South Africa. Thus, we recommend that Zimbabwe and South Africa should consider enacting robust laws to enhance the use of digital financial services such as central bank digital currencies to promote financial inclusion of the poor and low-income earners.
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